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This document details the functions and operation of the Xcor Admin program. The Xcor Admin
program is used to control administrative tasks as well as to configure system settings and parameters
that cannot be set using the Xcor Client program.
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Overview

The Xcor Admin program is companion software to the Xcor Client program. The Xcor
Client is designed for use post-setup; to access the Hunter System, and its data and
statistics related to occurrences of CPD, Ingress, and impairments within the network.
Functionality related to system setup, administration, database auditing, and changes to
system parameters such as threshold levels and FSK carrier frequency does not exist
within the Xcor Client as these are not “user” tasks.

Access to these types of features is available only through the Xcor Admin program. The
purpose of the program separation is to ensure that changes to important parameters
are only made by administrators that have been provided access to the software.

Startup

The program can be started by clicking on Xcor Admin icon on your desktop. The
following screen will appear. For information on how to load the Xcor Administrator
program please contact your Arcom Digital representative.

B Xcor Administrator =5 Fe
File Action Tools Database Help
s =

Connect to server Systen settings U zer manager DB operation audit Server operation audit Exit

Select Hub / Create new Hub

The next step is to select an established hub or create a new hub by entering its name
and appropriate IP address. Click the Connect to server icon to connect to the hub
server, the following screen will appear.
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Hub Server Manager |5
— List of HUB 2 — Access verfication
D B Uzer [case inzensitive]
|.-’-'-.u:|ministratu::r

ey Password  [caze zensitive]
St Louiz I

Pocatello

Billing=
Part Huran
Benzalam

San Bruno
M acomb 1. Select HUEB from the lizt or create nesw;
2. Type pazsword;

3. Click "Connect to gerver button.

T J T T v v T

Connect to zerver

B

To enter a new hub, click the new hub icon.

To edit an existing hub click on hub and then select the edit icon. 2
After selecting the hub name enter the user name and password then click OK.

The following Xcor Admin main screen will appear.

¥ Xcor [Administrator] - HUBSOMEWHERE 13
File Action Tools Database Help

3 = 4 @2 () &

Connect to server System settings User manager DB operation audit  Server operation audit Metwork database Ezit

Basic functions

The basic functions of the Administrator are to connect to the Hunter Server program
and to set initial or important parameters of the hardware and the software of the
system. The program allows the administrator to create user accounts that will let them
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connect to the system database using the Xcor Client program. The Hunter users who
are allowed to access the Xcor Admin must have accounts created with user name:
Administrator.

The system additionally has tools that prevent losing important i-scout probe location
data, scan intervals and calibration data. Data can be saved in backup files which can be
sent to MHV server for backup. Always create the backup data as i-scout probe
locations, fiber node calibrations and adjusting scan intervals are time and labor
consuming tasks.

All server actions are monitored and information about its action is available via

i2

Server operation audit

The user actions are also monitored. Details related to connecting with the Client or
Admin is registered together with information about changes in system parameters.

2

That data can be viewed here; = DE operation sudit

Remote PC restart

In case there is a problem with the spectrum analyzer or the radar device, or any other
situation where the remote server should be restarted, use the following option

accessible via Tools menu:
¥ Xcor [Administrator] - HUBSOMEWHERE

File Action | Tools Database Help

Connect to server Syztem zettings I:
TN S b T e R e R TN S R T I o R R
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How does it work

Below you will find brief information on how the CNR is measured, and how Impulse
noise and laser clipping are detected.

CNR/CNIR measurement

The spectrum analyzer used in the Hunter system can operate to 70MHz or to 120MHz
depending on hardware version. Both units are built into the single 1 RU chassis
together with the radar. This real time FFT spectrum analyzer with 2048 resolution
points provides excellent signal analysis detail.

The firmware of the spectrum analyzer is capable of reading the CNR parameter of the
return path data carriers. When the noise floor under the QAM carrier is free of peak

type interferences, the displayed CNR is accurately termed and described as CNR.

CNR example for RBW 30kHz:

[dBiv]
10.0
0
0.0 s
20,0 |f1'||"r |,|" ..'qllnn Jnr., I Mo "“"'.1l‘~"|
30,0 \
-40.0
500 """nf-"f u‘”" 'I l'F'III"‘IIIull“"'-“"‘rh"'..'"”fll" "‘""_'""w ¥, firh ' u""lJ LT -1 |i- "'fﬁf""‘ﬂ‘ ‘\‘T”-Mlﬂru“.ah ﬁf W"l; !'h}"l't_.ﬁ o
0.0

-f0.0

-20.0
282 23.0 298 306 a4 322 330 338 34.6 35.4
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CNIR example for RBW 30kHz:

[dBmiv]
10.0 correction 9.5dB

0

0.0
20.0

-30.0

A A i Pot e Aong s & o o)
S *ﬂ*‘."qf'-*-.f*qrﬁﬂ#wfe"v“*,;ﬁ”‘ﬁf

Averaged noise floor and
interference power

-80.0
278 28.7 295 303 3.2 32.0 328 337 4.5 353

39.67 [MHz] |-47.5 [dBmV] | | |

If a peak-like interference is present under the QAM data carrier, the displayed CNR is
more accurately described as CNIR (Carrier to Noise + Interference Ratio). Note: power
of the QAM carrier and the power of the noise floor + interference power under the
QAM channels are used in calculations.

CNR calculations are made using the average QAM signal signatures of the most recent
20 modem signals records for each central frequency. Then required RBW is used for
calculating actual CNR.

Impulse noise detection

The impulse noise can be easily recognized by the Hunter spectrum analyzer. By
simultaneous measurement of signal level at 400 points with 256 scans per second, the
variations of the signal max hold and average traces can be detected.

The Impulse noise condition is alarmed once the difference between noise max hold and

average levels reach 20dB in different parts of the spectrum between 5 MHz and the
lowest frequency QAM.
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Graphical explanation:

[dBiriv]
0.0

]
0.0
200
-30.0
-40.0
500
0.0
70,0

-80.0
20 5.4 8.8 122 15.6 15.0 224 25.8 292 326 36.0 39.4 4

57.58 [MHz] |Hold: -32.0 [dBmV] |ave: 3.0 [dBmy] [ [

CNR measurement result for return channels: Impulse noize is present!
M | Central frequency [MHz] | Bandwidth [MHz] |  Level [dBm¥] | CNE [dB] |
1 31.00 3.200 16.68 41.00

Laser clipping detection

Laser clipping is detected by checking a selected frequency band for signals reaching
certain threshold levels. Once the threshold is reached, the laser clipping alarm
condition is indicated. The alarming frequency band must be selected above the regular
return path band.

A laser clipping example with marked frequency slot and threshold:

freq. slot

31,00 [MHz] |Hold: 3.0 [dBmv] [ave: -19.0 [dBmV] [ [
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System settings

The system settings window can be open by clicking on the toolbar System settings

icon. The screen with system setting tabs for various hardware and software
adjustments will open at the Node Scan Scheduler tab.

Hardware and software

Various settings items are listed in a form of a directory on the left hand side of the
screen. Access to each item is achieved by left mouse click on the name of the item.

System settings

=]
- Hardware =S Mode scan scheduler |
Fiadar
£ Rietum switches [« June [ Edit Clear
Status Sun |Mon| Tue [Wed| Thu| Fri | Sat |Al node scan
Scheme e E @
; Connection table
- Spectum analzer BB &|8|8 ||
B FSK transceiver 12 [13 |14 |15 [ 18 | 17 | 18
- Fanward transmitter 19 |z0| 21 | 22| 22| 24| 25
- Rsturn receiver % 2 IR = | =
- Database
Compressian
Storage 28 June 2011 Fiestore all node sean ot | 5.00.00FM =
=1 Hode seanning

Scanning intervals
el

dluler
cout scan scheduler
Scout scan scheduler
Ltage
- Alarms
i CMR
CFD
Laser clipping
Forward signal
= Reports
Y]

- EMail b
- SMNMP traps

= Mode performance

. Criteria =

Applychanges

Close

Xcor Radar

This tab provides access to important hardware settings. These parameters should be
changed only by an administrator and double checked before any changes are saved.
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System settings
=1 Hardware =

CPD echo signal receiver

turn switches
Status EPF Fmin [MHz]: IS vl

- Scheme
BPF Fra [MHz]: =
- Connection table g3 [l 18
Spectium analyzer Moise compression level: Standard High
[=1- FSK transceiver
i Fonward tramsmitter

Xcor radar |

hunTpr)>

- Retum receiver
[l Database

Compression

Storage

=+ Mode scanning

Scanning intervals

i+ Made scan scheduler

i IS oout soan scheduler

-Scout scan scheduler
. Outage

=

t.. Fonward signal
Reports
o MHY server

[
i

L GNMP traps
- Mode performance
i e Criteria

Cloze

Apply changes

The CPD radar is equipped with a variable bandpass filter. The user can utilize this
bandpass filter to select a frequency band which is not affected by strong CW-like
carriers that disturb correlation processing of the signals. The lower frequency of the
filter band can be switched between 8,9,10.5 and 12MHz .

The Noise compression level setting selects integration time for the CPD signal samples
in the correlator. In situations when the return path in the 6-18MHz region is clear of
numerous CW-like jamming carriers the Standard setting can be used. With this setting
the system scans node more quickly than with the High setting.

Return Path Switches
Click the required sub item in the Return path switches to access information related to
switch connections and configuration.

Switch status tab displays information about current switch status. Details on
indications are described in Help text available by pressing the F1 key while window is
open.

ar-cor'n
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System settings #
= | Current switch status |
Switch addlessl Status | Current port |
Waster switch Ok 1
Switch M1 Ok 2
- Spectum analyzer Switch N2 Ok 18
B FSK transceiver Switch N3 Ok 16
- Forward transmitter Switch M4 Ok 16
- Return receiver Citch MG
G Databace Switch NG
Compression -
. Storage Sw!tch M7
- Mode scanning Switch Ng
- Sganning intervals Switch M3
- Mode scan scheduler Switch M10
;-gcoutt sCan sc:e:u\ler S witch M11
o o Coul sCan scheduler Sw|tch N1 2
- Qutage
= Alarms Switch M13
- CMR Switch N14
- CFD Switch N15
- Lazer clipping Switch M1E
- Fonward zignal
[=- Reparts
- MHY server
- EMail b
- SHMP traps
2- N_ode perfomance
. Criteria hd
Spplychanges Cloze

The following markers are used for indicating status of the switches and current active
port number of each switch:

OK - switch works correct;
Error - switch does not respond to commands;
- - switch is not connected.

The Switch scheme provides general information about switching configuration.
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System settings H
= Hardwiare = | Switch connection scheme |
- Radar
- Retun switches T— MNode #
[ add 01 5]
3—
Ll Switch 14—
h Spectium analyzer
=) FSK transceiver 16— HNode #
i Fonward transmitter
H I— MNode #
fo Return receiver add 02 3|
=) Database 2 2
Compression Switch 24—
t- Storage 77—
& scanning add 00 5 161 Mode ft
Scanning intervals CPD Hunter
- Mast — i— HNode #
Mode scan scheduler input S:ﬁ:l: < _ add 03 3] — ode
i+ i-Scout soan scheduler 5 =i
i FGcout sean scheduler 16,/32/48| 3 Switch 34—
oo Outage
- Alams 16— MNode #
i~ CHR
- CPD 3
Lazer clipping add 16/32/48
“- Fonward signal ;: Node #
= F!:epnlts 3
MH\{ server | . 16/32/48 ¢ oo 1@H—
- EMail Attention!
L SMMP traps Switch addresses must be assigned
- Mode performance according to this diagram! 16— HMode #
i Citeria hd
Apply changes Cloze

The node/switch connection list can be viewed by clicking on the Connection table item.
It provides information about which switch port is connected to which node receiver,
and which node ID corresponds to which node number used when working with the
Quiver in the field.

Data contained in this table is generated when the database is built by Arcom Digital, it
cannot be changed by either a user or an administrator.

=
El- Hardware =S| Connection table |
- Radar
- Fieturn switches Switch Switch =
R Stats address port H Hode ID
1 1 1 MN-18
2 2 FN-20
- 3 3 oD-03
£ FSK transoeiver 4 4 DC.02
Forvsard transmitter 5 5 MMAS
L Retum receiver
) Database 5 ® CATHER
- Compression 7 7 MM-08
- Storage 8 8 MN-19
&l Nodse scanning | 3 3 MN-O7
- Scanning intervals
10 10 MN-0Z
- Mode scan scheduler
- i-Scout scan scheduler 1 11 LR
- -Scout scan scheduler 12 12 MN-17
- Outage 13 13 FN-10
=1 Alarms 14 14 rM-05
- EES‘ 15 15 MN-15
- Laser clipping 1= = TR
- Forward signal H 1 17 [y
=+ Reparts 2 18 CC-06
- MHV server
e i 3 19 FN-14
- SNMP traps 4 =0 MMN-22 =1
=1+ Node performance ~ - Co.02
.. Critesia - 1| 1| 1 |Mmas
Apply changes Close

Print table — Prints a list of connected nodes, it provides an option to print either partial
or a full listing of nodes.

rCoOMm
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Spectrum analyzer

This tab is active in system with an activated Xplor module.

System settings .
El- Hardware —~ |
i Radar
urn switches #plor data
Statuz Reference level [dBmv]: +20 30

SCheme_ plor expiration date: Always enabled
Connection table
Spectrum rangs: 2.0 MHz - 70.0 MHz

Spectrum analpzer |

= FSK
Forward transmitter
L Return receiver

= Database

Compression

tarage

e zoanning

canhing intervals

ode scan scheduler

Scout scan scheduler

-Scout scan scheduler

nsCeiver

=-

=1 Reports
i MHY zerver

b il

MNMP traps
=~ Mode performance
i Criteria i

Apply changes Cloge

Reference level

These settings allow for matching the dynamic range of the input with actual signal
levels. Two settings are available: +20 and +30dBmV defining max allowed input signal
level.

Xplor expiration date

Provides information about when the Xplor module will stop working if that option was
not purchased.

Spectrum range

Provides information about the installed spectrum analyzer frequency range.

rCoOMm
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FSK transceiver

These parameters should be changed by an administrator only and double checked
before any changes are saved. If the user does not know exactly what they are doing, it
is recommend to first consult with an Arcom Digital Field Engineer. In this screen vital
information on FSK carrier frequency in the forward and in the return can be changed.
If the frequency is switched to a frequency occupied by a video channel an outage will
result!

Forward transmitter

Sets the frequency for the telemetry data carrier transmitting information from the
headend Xcor hardware to the Quivers in the field. The data is transmitted over an FSK
carrier. It is used for communicating which node is currently scanned, what is the CPD
status in a currently scanned node (Headend view mode) and sending confirmation on
positively recorded calibration signal.

=
= Hardware - | F d i |

- Radar .
5 Renm switches FSK data carrier

T Gtatus Frequency band [MHz]: 80 MHz - 93 MHz

iy Scheme FSK Frequency [MHz}  [8900

P Cannection table

i Spectrurm analyzer FSK Level [46 dBrm] : I I b I

=1+ FSK transceiver

[ Forvuard transmitter FSK output: o

* Return receiver
£ Database

. - Compression

. - Storage

= Nade scanring

i Soanning intervals
to Mode scan scheduler
Lo -Scout scan scheduler
f-Scout gcan scheduler
" Dutage

- Alarms

i Laser clipping

o Fonward signal
|- Reports

L MHY server

- EMail

o GNMP traps
= Nade performancs
i i Criteria

n

Apply changes Clase

The FSK signal frequency can be chosen within hardwired factory selected basic FSK
transmitter bandwidths. The FSK carrier level can be adjusted and turned ON or OFF. It
should be turned OFF and output level set to min. during initial install as long as the
proper frequency was not set. After selecting proper operating parameters the signal
can be turned ON. The FSK output should be connected to a system combiner via a
dedicated filter delivered with the hardware.

ar-cor'n
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Return receiver
Sets the frequency of the f-Scout remote spectrum analyzer data receiver.

System settings =]

E- Hardware - | Return receiver |

FSE Level at headend [0 dBmb] E—_'—LI

* Connhection table
- Spectrum analyzer
=~ FSK transceiver

FSK data carier
Central frequency [MHz]: 0.00
Scheme

- Database

i e Compression

: Storage

= Mode FCanNIng

: Secanning intervals
Mode scan scheduler
-Scout soan scheduler
o Soout soan scheduler

- Alarms

- Lazer clipping
t.. Fonward signal
=~ Reparts

o MHY sBrver

- EMail

L SMMP traps
=1~ Mode performance
i G Criteria

Apply chatges Cloze

Database maintenance

The database files can grow very large. To avoid overloading disk space certain settings
can be made to save only the important information and reduce amount of space
occupied by obsolete or not important data.

Database compression

The amount of stored data can be reduced, by applying compression setting from the
following screen:

rCoOMm
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System settings =l
- Hardware =] | Database compression |
i Radar
Return switches [¥ Enable Database compression
Status r— Compression p
Scheme
Conmection table 1 record for each node per ... Estimate of the expected database compression multiple
pectium analyzer - 10 min 5
- FSK transceiver -
-+ Fonward transmitter I 15 min 7
i Return receiver 'l ) i 3
i 30 i 14
I B0 miry 28
canning intervals
Mode scan scheduler D atabasze not compressed for last |2 3 manths
-Scout scan scheduler
Scout scan scheduler
arward signal
bHY server
tail a
MNP traps
E N_ode performance
i e Criteria hd
Lpply changes Close

Large numbers of spectrum screenshot records taken in a large system may result in the
system quickly running out of hard disk space. The database compression allows for
database size reduction by selecting only the worst case records for selected time
periods. The system will then delete unnecessary records, saving only the vital
information. The records remain in full for the prior two months as a selectable
minimum.

The number of months when complete records would remain preserved can be selected
here:

Databaze not compressed for last 2 ¥  months

Older records will be audited and compressed automatically according to the choice
made in Compression parameters column where the user can select which records need
to be saved. For example if “1 record per each node every... 10 min.” was chosen the
system will then keep for each node only the worse impairment records made each 10
minutes and delete all other.

Database compression feature can be turned on or off by selecting this switch:

[+ Enable Databaze compreszion

rCoOMm
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Storage room control

Storage sub item of Database allows for setting the percentage of the hard drive space
that will trigger automated old spectrum and CPD data deletion once the parameter is

reached.
System settings #

| v

| Storage |

Criteria of delete old data depending from hard disk (50..90] [ |75

: Connection table
Spectrum analyzer
[ FSK transceiver
Farward transmitter
- Return receiver
- Database
Compreszion

age
[~ Mode scanning

This feature prevents overloading the hard drive and reduces users maintenance efforts.

Node scanning

In node scanning the user can set Scanning intervals, Node scan scheduler, i-Scout scan
scheduler, f-Scout scan scheduler and outage monitoring parameters.

Scanning Intervals

The radar does not need to scan through the entire length of the fiber as the CPD signals
do not occur in the fiber. The system scans through the expected coax part of the
system with a buffer at the beginning and the end of the coax cable. The system is
delivered with the scanning intervals set to values corresponding to the data provided
by the electronic system maps. This data doesn’t need to be very accurate and the
actual distance could be different. In order to prevent scan interval errors and speed up
scanning, the fiber node locations can be calibrated using the calibration procedures
described in the Quiver manual. The scanning intervals can be set to Auto or Manual. It
is possible to set scanning intervals using CPD detection data accumulated in Day
Average.

ar-cor'n
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System settings #
- Hardware = | Scanning intervals |
- Radar
E| H_eturn switches /] | Mode ID | Auto mode | Auto interval [ps] | Manual interval [ps] H
L g‘ar:us 1 MN-18 M 167 - 317 201 - 276
cheme
. - Connection table 2 MN-20 u & 238 - 288 3-503
i Spectum analyzer 3 0D-03 | = 322 - 472 353 - 428
B FSK ransceiver 4 DC02 | @ 331 - 456 393 - 418
- Forward trarsmit
e 5 MN-13 | 185 - 310 245 - 295
----- eturn receiver
- Database 6  MN-21 ] = 191 - 341 228 - 303
- Compression 7 MN-08 ] = 221 - 346 279 - 329
i Storage
&5 Node scanring 8 MN-19 ] = 166 - 316 196 - 271
® C.canning interyvals 3 MH-07 L] @ 210 - 335 272 - 297
ade scan scheduler 10 MN-02 n = 207 - 332 266 - 316
- -5 cout soan scheduler 11 MN-12 - @ 247 - 292 3.503
- [-Soout scan scheduler
- Outage 12 MN-17 ] = 187 - 337 219 - 294
= Alarms 13 MN-10 ] = 210 - 335 264 - 314
- CNR 14 MN-05 | @ 282 - 332 3-503
- CPD LI
o 16 | WM_1R - f 181 - 711 162 _ 297
- Lasger clipping : S . o
.. Forward signal - Auto mode scan interval is active ® - Fiber node iz calibrated
- Reparts [E] - Manual mode scan interval is active B Average calculated intervals
MH\‘T SEIVEr L Fiber is calibrated Mo
g:';"P , Fiber delay [us] 21648
1aps M azimum delay in coax [ps] 3395
=1~ Mode performance .
C L Criteria - Mairmurn tatal delay [us] 26043
Apply changes Cloze ‘

If the scanning intervals are set to Auto mode the indicator in the corresponding column
shows green color. In a situation when the system is using the data calculated from the
maps, the system will scan a wider range than the expected coax time delay. If the node
was calibrated, then scanning will begin 10 microseconds before the expected coax and
will be continued up to 10 microseconds after the coax range. This will prevent
situations of not seeing a part of the network which may not be indicated on the maps.

Manual interval setting is dedicated for working in a situation that the fiber length is
unknown or very much different than shown on the available maps. In such a situation
the calibration signals (and CPD) may not be seen by the system. It will therefore be
necessary to set the scanning intervals manually to a wider range in order to make the
system see the calibrator signal. After calibrating, the system can be turned to auto
mode which uses measured time delay distances. Widening the scanning intervals can
cause very long scanning on a selected node. Do not use this feature for anything other
than calibrating nodes with unknown fiber length.

In order to set scanning intervals manually highlight data in the Manual interval column:

| Scanning intervals

H | Node ID | Auto mode | Auto interval [ps] Manual interval [ps] H
1 MN-18 m =] 167 - 717 201 zﬂz?s j
2 MH-20 ] =] 238 - 288 3-503
af_ cCcomMm
dieiTAaL
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That will activate the adjustment tool in the highlighted cell. Set required values and
click on any other cell — this action will cause saving manual interval setting data. The
system will be now scanning within the selected time delay window.

The window with scanning interval settings shows information on whether the node
was calibrated or not, time delay in fiber, max time delay in coaxial cable, and max total
time delay.

Average calculated intervals can be used for automated system pre-calibration. This is
possible when all the nodes display CPD traces that are recorded in the wide scan
intervals during initial system work. To use this feature, right mouse click anywhere

within the Scanning intervals window and the following menu will open:
[

Scanning intervals

| Auto mode | Auto interval [ps] | Manual interval [ps]
] [ 167 - 317 201 - 276
. I‘I AN wnn 3-503
Set AVG interval for selected node
] [ h3 - 428
- [ Set AVG intervals for all nodes (except calibrated) 93 - 418
Set AVG intervals for all nodes (without optic delay)
] [ 45 - 295
n I Print table 28 - 303
] ] 221 - 4R 279 -39

The average data can be used for calibrating a single previously highlighted node, for all
nodes except of those that were calibrated already or for all nodes that have no
information about the fiber length. This operation can reduce scanning time of each
node.

Note: once Average scan intervals are used the information transmitted to the Quiver in
Headend view mode does not reflect the real time delay of visible CPD signals from the
fiber node.

Detailed description about how to operate this window is available in Help text
accessible by pressing F1 key.

Node scan scheduler

This sub item is dedicated for daily use by technicians and described in the Xcor Client
user guide. Functions related to scan scheduling are not normally used by
Administrators.
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i-Scout scan scheduler

The i-Scout scanning task schedule feature can be set in the following System settings
tab:

System settings |
= Hardware =] | i-Scout scan scheduler |
— Ingress detector BFF
AL IED Hz 'l
Inaress BRF F i I8 vl
- Spectum analyzer Inaress BPF F max: 16 S
= Pk tanscebver E:00 - 7:00 18:00 - 13:00
L F dh ith Period of time: vl E:00 - 7 v :
R 700500 1500 - 20:00
""" ELIN [ECErEr 8:00-9.00 20:00 - 21:00
& Databass 00 - 4: 500 - 10:00 21:00 - 22:00
- Compressian 4:00 - 500 10:00 - 11:00 2200 - 2300
. Storage 5:00 - E:00 11:00- 1200 2300 - 24:00
= Mode scanning
- Seanning intervals — Humber of scanned nodes [max: 12)
- Mode scan scheduler WMax CPD level: ID 3‘
= eduler )
- [-5 cout scan scheduler Mir CNR lesvel: ID vl
- Hutage From list: 0
[=1- Alarms
- CHR Modes from list:
.. CPD
- Lazer clipping
- Fonward signal
= Reports
- MHY server
- EMail e
- SMNMP traps
=3 N_ode performance
i Criteria hd
Applychanges Cloze

Ingress detector BPF

Ingress BPF F mir: IE= ﬁ
Ingress BPF F max |1 E j

For automatic ingress detection in i-Scout mode the ingress monitoring window has to
be set. This frequency window is set by adjusting the bandwidth of the Ingress detector
BPF. The start and stop frequency for the filter can be set separately. The min.
bandwidth is 1IMHz. The frequencies can be selected between 8 and 16MHz.

Period of time scheduler
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Period of time: :00 E:00 - 7:00
1 |:|E| 200 00 - 8:00
v 200 - 300 3:00 - 5:00
v 300 - 4:00 3:00-70:00
| 4:00 - 5:00 10:00 - 17:00
[ 5:00 - B:00 [w] 11:00-12:00

i-Scout demodulation for all the probes in one node takes approximately 150 seconds.
Since the automated scanning can disrupt field work, in order to provide flawless
operation during daily technician use (since regular CPD scanning is suspended during
the scan interval), it is recommended that i-Scout scanning only be performed during
periods that technicians are not in the field. The time slots desired for automated
scanning can be selected in this window. Automatic i-Scout scanning will then only be
performed in the time frames selected by the user. In the moments when the scanning
is active the database signals can be viewed, but access to Signal Analyzer in manual
mode will be blocked.

i-Scout node scanning patterns

The system will scan for i-Scout modulation in up to 12 nodes per sequence. It will scan
the nodes selected in the Nodes from list window. The number was selected because
12 nodes will take a little less than half an hour, this was deemed to be a reasonable
maximum time limit in which to suspend regular CPD scanning.

Nodes from list
v w7
v K15
v K16
v K04

And in the nodes selected by the following rules:

Mumber of scanned nodes (max: 12)
Maw CPD level: |0 ﬂ

Max Ingress level: |0 =

From list: 4
The system will not allow the total number of nodes included in scanning to go beyond
12.

AC power frequency setting

| 4C | BD Hz -|
The frequency of the power supply AC is VERY important for i-Scout demodulation and
must be set accordingly to local situation. Two settings are possible: 50 and 60Hz.
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f-Scout scan scheduler

This subitem allows the user to select when the data from the f-Scout remote spectrum
analyzers will be retrieved. Check the box next to each hour slots when the reading
should be conducted:

System settings =l
- Hardware - |

f-Scout scan scheduler |

[ Retumn switches ’J:'E"Dd of time

- Stetus
[mEH

10:00 -11:00
11:00 -12:00

O 4= LD
g
=
g
Oooood
o

]

3 O
- Spectium analyzer ]
=1+ FSK tranzceiver O

i Fonward trar
o Return receiver — Select node for f-Scout
£ Database
- Campression
Storage
ode scanning
Scanning intervals
Mode scan scheduler
cout scan schedules

..... Outage
- Alarms

Laser clipping
Forward signal
- Reports

—

SMMP traps
=+ Mode peformance
i - Criteria

Qf Apply changes Close

Outage control settings

The nodes that should be included in the list of nodes monitored for outage occurrence
can be added and removed by marking the checkboxes in the following System settings
window tab:

|
[=I- Hardware = | Outage |
Fiadar
Fistum switches [~ Select node for outage control
o7 MN1E i PF-01 P10
Scheme i MH-20 b CL-01 P8
¥l 0003 ¥ BL-D4
Connection table el DC-02 el BL-02
Spectrum analyzer B2l NS el BLOS
=1 FSK transceiver ] PAM-21 ] OD-04
i Forward transrnitter [w] bAM-0Z [v| CL-0Z
Fet [ MN-19 [ CL-03
L bt Eturn receiver ] M0 1 BL02
El-Database ] MN-02 bl T/
Compression [w] MN-12 [w] MN-23
Storage [w] MN-17 oD-m
Node scanning (] MN-10 Thw-02
Scanning intervals é mm?g gg%%
Mode scan scheduler ¥l MMNE DC-o1
cout scan scheduler vl CCO1 S5G01
[-Scout scan scheduler v CC-08 Pl
: s b MN-14 Py-2
™ [ hAM-22 3
Bl Alarms ] CC-03 P-4
CHR vl CC-02 -5
CPD v CC-04 -6
Laser cllppmg E E‘?q'_ooi g;
Farnward signal ] BAM-01 MM 24
- Reports vl MN-09 BL-01
MHY server [w] MN-0E oD-05
EMail T | MM oD-nz
o s
ode performance T
Criteria s
Qf Apply changes Close
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Remark: the nodes with device count less than 100 may create unwanted OQutage alarms
due to clarity of the return path spectrum and lack of data signal activity. Should such a
node create repeatable unwanted outage alarm, the operator can exclude it by
unchecking the required node in the above list.

Alarms

In this item users can set thresholds and other parameters for monitoring CNR, CPD,
Laser clipping and forward signal by the f-Scout probes

CNR

Here the user must set parameters of each active useful return path signal which CNR
will be monitored.

For the CNR alarm feature to operate properly, information is required about the data
carriers central frequency, their bandwidth, modulation type and the threshold levels
for triggering alarm condition. Access to these settings is organized via the CNR subitem

in the Alarms branch:
E

[ Hardware | CNR alarm settings |
= D_alabase
‘.- Compression Ch.# | Signal | M ion | Central frq [MHz] | Bandwidth [MHz] | CNR low [dB] |CNR critical [dB] |
- Starage 1 STB apPsK 8.67 1.000 22 17

[=- Mode scanning
- Scanning intervals DOCSIS QAM-16 31.00 3.200 30 25
N/A

- f-Scout scan scheduler

N/A
- Fanward signal N/A
- EMail
i Criteria

2
- Mode scan scheduler 3
- FScout scan scheduler 4 NZA
- Outage 5 N/A
[E=1- &larms 6
7 H/A
CEPD 8 N/A
- Laszer clipping
9
[=I- Reports 10 MN/A
- MHY server
- SHMP traps
- N_ode peiformance
E| User interface
i Graph and signals

Apply chianges Cloze

Monitored return path channel settings
Double click on the Ch.# row to open settings for selected data carrier. The following
screen comes up:
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| Signal | Modulation | Central frq [MHz] | Bandwidth [MHz] | CNI

STB QpPsK 8.67 1.000
DOCSIS DAM-16 31.00 3.200
N/A Channel settings |
N/ | Channel 2 |
N/A Signal -
N/ todulation | BAM-16 jl
N/A Central frequency [MMHz] |31.00
N/ Bandwidth [kHz] | 3200 [=]
N2 ™ CNR thrashold low T EX |
H/A —
CNR threshold critical [dB] |25 3
ak Cancel
Entering signal transmission parameters
Select signal type in the pull down menu:
|channelsettingg = £
| | Channel 2 |
Signal | DOCSIS j
M adulation

Central frequency [kMHz] i
Bandwidth [kHz] |

CNF thieshold low [46] [30 =
CHE threshold critical [dB] |25 j

k. Cancel

N/A should be selected if that is not present in the channel allocation.

Select modulation format of the monitored signal:
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(] 4 Cancel

Channel settings . |
| Channel 2 |
Signal | DOCSIS j
todulation j
Central frequency [MHz] WPSk

Bandwidth [kHz] Simg

CHR threshald low [dB] | GaM-54
CHR threshold critical [dB] | 2AM-128 _

Select the signal bandwidth:

Channel settings ]

| Channel 2
Signal | DOCSIS
Modulation | 416
Central frequency [MHz] |32.00
Bandwidth [kHz]
CMR threshold low [dB] {500
= 1600
CHR threzshold critical [dE]

3200
6400

L=} LS | LWL |

Select CNR alarm threshold levels for selected channel:

=
| Channel 1 |
Signal ||{RLaLmss]is

b odulatian

Central frequency [MHz]
Bandwidth [kHz]

CHR threshold low [dE]
CMBR threshold critical [dE]

k. Cancel

The CNR threshold low and high parameters are adjustable separately.
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After selecting all parameters, left click OK to save the data and proceed with setting
next channel parameters.

Please, note that the CNR Alarm monitoring parameters can be copied to other hubs,
which are working with same settings. That operation can be done with the MHV server
program with Administrator privileges.

CPD
This sub item adjusts the CPD signal detection thresholds.

=
= Hardware = | — |
Fiadar
£l Rietum switches Target detector
CPD lows, R4S+ [dB]: 20 -
cheme CPD high, R4S+ [dB]: 30 -

*- Connection table
i Spectrum analyzer Calibrator, Fibd5+ [dB: kX x
- FSK. transcaiver

- Forward tansmitter

- Return receiver
= Database

Compression

Storage

= Node scanning

- Sanning intervals

- Mode szan scheduler
- i-Boout soan scheduler
- -5 cout scan scheduler
- Outage

[=- Alamms

. CMR

- Lager clipping

- Fonward signal

= Reports

- MHY server

- EMail

- SHMP traps

- Node perfomance

. b Critetia

Apply changes Cloge

The target detector is responsible for making decisions on when to save particular signal
records into the database and what indictor should be assigned to it.

The CPD signal is recognized as a peak over the average level of the noise floor
represented by the correlation function. The peak above the noise floor is accepted by
the system as a CPD signal low if it is visible over the noise RMS with level higher than
the level set by CPD low. Value for the CPD low should not be set lower than 20dB as
random peaks in the noise could be mistaken for CPD signals, creating multiple CPD
signal records without repeatable time delay positions in consecutive scans. The CPD
high signal threshold establishes the level above the RMS noise floor necessary for a
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CPD high alarm to be recorded in the database. Parameters set here do not describe the
absolute level values of the detected CPD signals.

Calibrator threshold sets detection level for the Calibrator signals. It is recommended to
use 30dB value.

Laser clipping

Laser clipping sub item sets the parameters of the laser clipping detector. The alarm
condition is set once the selected noise floor level within an adjusted frequency range
exceeds a certain value. Note that setting too low value might cause unwanted alarms
in the Hub impairments Statistics.

System settings #

E--Hiardware ;| Laser clinni |

Retum switches

Fnin [40..120MHz] |5s.uu
- Connection table Fmax [40..120MHz]: |BD.DD

- Spectum analyzer
E| FSEK hansceiver Threshold [-60..0 dB /mi]: |'35
- Forward transmitter
‘... Rieturn receiver
= Database
Compression
Storage
[~ Mode scanning
- Scanning intervals
- Mode scan scheduler
- FSoout szan scheduler
- f-Scout scan scheduler
- Outage
- Alams

= Reports

- MHY server

- EMail

- SNMP traps
= Mode performance
. e Criteria

Lpply changes Cloze

When setting parameters, remember to select a frequency band that is free of ingress
and useful return signals that could trigger false alarms. The frequency window should
be selected above the return path. Also be aware that poor diplex filters that allow
forward signals into the return path could be interpreted as laser clipping.

28



hunTpr)»

Forward signal

This item is dedicated to the systems equipped with f-Scout probes - remote forward
spectrum analyzers.

The next manual revision will describe this feature in detail.

Reports

This submenu groups access to settings of various reports that can be sent by the
Hunter server.

MHYV server

This sub item sets parameters for connecting with customers’” MHV server. Xcor servers
installed at various hubs can be monitored simultaneously by a separate system
responsible for collecting information about the hub statuses. This information is then
available at a single place where it can be sorted and analyzed for use by management,
the NOC, and for workforce planning. To configure the hub to send information to the
MHV server, the connection parameters must be entered. The IP address of the
computer hosting MHV server software must be entered and the checkbox marked to
activate reporting on current software, hardware and impairment status to the MHV
server. The port must be set to 23123 (default). The user can change the time interval

Send evem [min]: |2 j

for sending data to the MHV server in this section:
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System settings

Status
Scheme
Connection table
pectium analyzer
[=1- FSK transceiver
- Forward bransmitter
- Return receiver
- Database
‘... Compression
- Slorage
- Mode scanning
- Sganning intervals
- Mode scan scheduler
- S cout scan scheduler
- f-Scout scan scheduler
- Outage
=1 &larms
. CNR
. CPD
- Lazer clipping
- Fonward gignal
- Reports

- SMMP haps
- Mode performance
: ‘... Criteria
Bl User interface
. Graph and zignals

L m

;I | MHY server

— Connection p
[¥ Enable sending reports to Arcom Digital server

[~ Enable sending reports to Xcor MHY server

Address: f127.001

Part: |231 23 Restore default
Send every [min]: |2 vl

ol

Apply changes

Cloze

Arcom Digital maintains its" own MHV server for monitoring systems under warranty
and the demo kits. This option is activated by marking the following check box:
¥ Enable sending reporls lo Aucom Digital server

E-mail
The system can send email messages with information about CPD/Ingress alarms and
status of the server. In order to make it possible an SMTP server must be used and the
following data must be entered into the following fields:

30
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System settings |
[=- Hardware = | EMail |

-Radar  SMTP server settings
Retum switches IP address [domain name): Agcount name: Account password:

i Status

Imail.provider.com ¥ Use authenticate Ixc:or_usemame
Enter in field "From': Enter in field "From address":
|fom FHoor Server |><cor@test.com

- Connection table
Spectrum analyzer
[ F5K. transceiver
- Fonaard bransmitter
- Return receiver ) Add [ Edi B Delte

= D atabase
.- Campression Impairment alarms System alarms

— CPD/CHA reports

Storage
=+ Mode scanning
- Scanning intervals N Email address
- Mode scan scheduler
- FEcout soan scheduler
- S cout soan scheduler

CPD
CNR
Impulse
f-Scout
Outage
Radar
SA
Switch
HDD
DB
MHY

Microreflection

+ | Laser clipping

+

- Outage 1 john.techniciani@cableprov.com + +

[=1- &larms

- CNR

- CPD

- Laser clipping
- Forward signal

= Reports

- MHY server

- SMMP traps

[=- Node performance
. Criteria

@ Apply changes Cloze

SMTP server settings
IP address (domain name);
Enter here the IP address or the domain name of the SMTP server.

Use authenticate
Should be marked when the SMTP server requires authentication.

User name
Enter here the name of the user, registered on the SMTP server.

User password
Enter here the password of the user, registered on the SMTP server.

Enter in field “From”
Enter here the text which will be put in the e-mail “From” field.

Enter in field “From address”
The text which will be put in this field will be used as “From address” when email

received.

Adding e-mail recipients
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Click add button = &dd o open menu for adding recipient and selecting report types
to send. The Add recipient window will open:

Add recipient |

Name: IJnhn I eter

Etdail |iahn.techniciam@cableprov com

Start time: | 7.00:00 &M — End time: | 5:00:00 PM =

| [v Enable sending Calibratar

ls|

v Enable sending Impairment alarms Send every [min ) IEU

Alarm type Consistency Interval

[ CPD alarms low > 1 scan
[ CPD alarms high > 1 scan
¥ CHR alams low > 1 scan
¥ CMR alarms high > 1 3can

W Impulse noise alamms 3 1 scan

JMOEME
b Lab [ Jab | [ab o 143

¥ Laser clipping > 1 scan

[¥ Enable sending Dutage alammns

|[w Enable sending System alarms

[¥ Radar status
[¥ Spectum analyzer status
[ Switches status

[¥ HDD status
[w Database state

M

0K Cancel

For each e-mail recipient the alarms can be freely assigned. Populate name and e-mail
address fields and select time window when the e-mails will be sent.

Explanations to the checkbox fields
IV Enable sendina Calibiator. - mark for receiving a message about node calibration

[+ Enable sending Impairment alarms Send every [min_]:|3ﬂ j - mark for activating and select time
interval between each data refresh, then select which impairment type alarms will be
sent, from the list of check boxes below:

Alarm type Ennsistenﬂ Interval |
[w CPD alarms low » 1 zcan Elm ﬂ
[v CPD alarms high » 1 gcan Elm ﬁ
v CHE alams low » 1 scan Elm ﬁ
[v CME alarms high » 1 gcan Elm ﬁ
v Impulse noise alams s 1 zcan Em j
v Laszer clipping » 1 zzan Elm ﬁ

Selecting alarm consistency
This criterion decides when alarm condition is generated. From the pull down menu

select required number:
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Alamm type Consistency Interval I
¥ CPD slams low >1scan =10 =]
¥ CPD alams high >§g; B ] E

»f0%
¥ CNR alams low >75% 0 =
%
[ CHR slarms high wa @ Bl
10 =
W Impulse noise alamms oy j
¥ Laser clipping |alscans =10 =

If >1scan selected, all occurrences of impairment will be alarmed. If all scans selected, then
alarm condition occurs when each node scan reports impairment presence.

Interval
Sets the number of consecutive scans within which the impairment consistency is

calculated.

v | Enable sending Dutage alsms. - \when checked, information about detected outages will be send
to the e-mail recipient

IV [ Enable sending System alams. - \when checked, information about detected selected hardware

and software irregularity will be send to the e-mail recipient

v Radar status

[V Spectiurn analyzer status
¥ Switches status

[ HDD status

v Database state

I Connection witxxeor MY server - check required hardware and software to monitor

The new data is accepted and saved by clicking = ¢ #**™= Kytton.

Editing email recipient settings
Click =/ Edt button to open Edit recipient screen:

Edit reciplent: |

Hame: }l.in Meter

LT S P ———

Shaet lenwe | 71001 0ELAM = Erdlime | G000 FM =

¥ Ensbe senng Cablnalos

¥ Eratin sendng Imparment aloms Seedeveymnf 3 7]
| Adarm typn | Comssterny | Inbesval

| ¥ P sl e [+ 150 [=]10 =
¥ CPD slamng high |21 5o =] =
[F CHE: aloures ke B |
| N sl g [+ 1500 (=10 =
7 Inpubie roie o [+ 15ca | =10 |
[+ Lasns chpping sl w0 3

¥ Erusbln snnbeg (iage slsirs:

F Ersbn: snnding Sysinm alams
¥ Rady stahe

¥ Spectnm arlyzer shahs

¥ Swstchos stahs

¥ HOD stahus:

R Dalabuss statm

¥ Cormmmclion walh oo MHY seveed

oK Cancel

The new data is accepted and saved by clicking = ¢ **#== bytton.
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Deleting e-mail recipient
Highlight the e-mail recipient in the list first, then click [Elbeste button to delete
recipient. In the confirmation screen select yes to complete operation.

The new data is accepted and saved by clicking < “**™ putton.

E-mail recipient status
Current status of assigned alarm reports that will be sent to the recipient is presented in
the lower portion of the settings screen. Each assigned alarm is marked with # mark:

SNMP traps

The system can send Impairment and System alarms in a form of SNMP traps. The MIB
for decoding the traps on the reception side is available on Arcom Digital FTP server for
downloading.

System settings

- Spectrum analyzer
[ FSK transceiver

B Database

- Compression
L. Storage

= Node szanning

- Fonward transmitter
L. Return receiver

Impairment alarms System alarms
c
R
@ 82| % | 2| e
. [} = = =
N Email address o|l |5 2| 2 H 2| 5| 4| 8|l o|a|=
ez | 3| % | % v & | 2| w | T|2| a|Z
[ ] £ - i | W S| 2 | I =
= ] e - [=] w
w
= =
- F
1 |john.techniciani@cableprov.com + + + + + + +

SNMP tiaps

(=] Delete

- Scanning intervals

- Niode scan scheduler
- i-Scout scan scheduler
- fBoaut sean scheduler
- Outage

(- Alarms

CMR
..CPD

- Laser clipping
- Forward signal

= Reports

- MHY server
- EMail
- SMMP traps

[=J- Node perfarmance

. Criteria

E| User interface

- Graph and signals

Qy Apply changes

~ Server seftings
" i
] Add [ Edit
N SHMMP manager address

Impairment alarms

S

ystem alarms

CPD

£

2| e

« | 3| E

o = o H
= - [=

Bl ElE| S
Els| e

'l e

- =

f-Scout

Outage

Radar

SA

Switch

HDD

DB
MHY

Cloze
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To activate SNMP traps mark ¥ Enable sending SNMP traps: 1,

The traps can be sent to multiple SNMP manager addresses.
Each SNMP manager can control individually assigned list of alarms.

Adding SNMP manager address

Click =/ 4dd button to open the SNMP server settings screen:
A

— SHMP server
¥ Enable sending traps to server

Address: |255.255.255.255|

Paort: I1 62 Restore default
i Alarms list

¥ Enable sending Impairment alarms Send every [min.) I'IU j

Alarm type Congistency Interval |
W CFD alarms low s1scan  [= |10 =l
[ CPD alarms high =1 zcan Z 10 3‘
¥ CMR alamms low s1sean | w10 =
I~ CMR alarms high »Tscan | []10 3"
W Impulse naise slarms » 1 scan Z 10 3"
¥ Laser clipping alarms »1scan Z 10 3"

| ¥ Enable sending Dutage alarms

|¥ Enable sending System alarms

Radar status

Spectum analyzer statug
Switches status

HDD status

D atabase state

Conrection with Xcor MHY server

AR

0K Cancel

In the appearing window set the IP address of the target server. Leave the Port 162
setting as default.

Explanations to the checkbox fields:
[V Enable sending aps toserver - mark it for receiving a trap message about fiber node

calibration

¥ Enable sending Impairment alarrms Send everny [min_]:|3ﬂ j - mark for activating, then select time
interval between each data refresh, and select which impairment type alarm trap will be
sent from the list of check boxes below:
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Alarm type

Eunsistenﬂ

Interval

v CPD alarms low

= 1 zcan

Em

[v CPD alarms high

=1 zzan

Epn

[v CMR alarms low

= 1 zcan

Em

[v¥ CMR alarms high

=1 zzan

Epn

v Impulse noise alarms

= 1 zcan

Em

v Laser clipping

=1 zzan

Em

L4b] 14k 14k b |b| lab]

Selecting alarm consistency
This criterion decides when an alarm condition is generated. From the pull down menu

select required number:

Alarm type

Consistency

Interval

¥ CPD alams low

> 1 scan

10

¥ CPD alarms high

»B5%
»70%

10

¥ CMR alarms low

»75%

10

¥ CMR alarms high

»80%
>85%

10

¥ Impulse noise alaims

»95%

0

[¥ Laser clipping

|all scans

-

10

b [ b b L L |

If >1scan selected, all occurrences of impairment will be alarmed. If all scans selected, then
alarm condition occurs when each node scan reports the impairment presence.

Interval

Sets the number of consecutive scans within which the impairment consistency is

calculated.

v [Enable sending Outage dlams. - \when checked, a trap with information about detected outages

will be sent.

v Enable sending System alams. _ \when checked, a trap with information about detected selected

v
v
v
I
v

Radar status

Spectum analyzer status
Switches status

HDD status

D atabase state

hardware and software irregularity will be sent  Cemsctenwihxeahtivsevet - check required
hardware and software to monitor

The new data is accepted and saved by clicking =& **==== Lytton.

Editing SNMP manager settings
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Click =/ Edit button to open Edit recipient screen:

SNMP server settings A
— SNMP server

¥ Enable sending tiaps to server
Address: |255.255.255.255|

Part: I‘I 62 Restare default
— Alarms list

¥ Enable sending Impairment alarms Send everny [min.] |1U j

Alarm type Consistency Interval |
[V CFD alams low >1scan < ][I0 =]
I~ CPD alarms high »1scan Z 10 3"
¥ CMR alams low 1 szan Z 10 3‘
I~ CMR alamms high s1zcan =10 3"
W Impulse noisz alarms >1scan | ||10 3"
W Laser clipping alarms > 1 zcan z 10 3"

| [¥ Enable sending Dutage alarms

¥ Enshle sending System alarms

[¥ Radar status
[¥ Spectum analpzer status

¥ Switches status

¥ HDD status

¥ Database state

¥ Connection with Xcor MHY server

0K Cancel

The new data is accepted and saved by clicking = “®®™= hutton.

Deleting SNMP server address
Highlight the SNMP server in the list first, then click = bekte button to delete recipient. In
the confirmation screen select yes to complete operation.

The new data is accepted and saved by clicking = ***==_ hutton.

SNMP settings status
Current status of assigned SNMP server where the traps will be sent to is presented in
the lower portion of the settings screen. Each assigned alarm is marked with a + mark:

| SHNMP traps
— Server zeftings
[¥ Enable sending SNMP traps
3] Add [ Edit = Delete |
Impai alarms System alarms
2
-] g @ o =
N SNMP manager address = % 5| = 2 e 5 = | =| 28| a|z
G| G| gl2|E|lm| 5|8 "|8|z|°|F
= ] e I (=] wn
= |8
- =
1 255255255 255 + o+ o+ o+ + |+ |+ |+ | o+ | o+ |+
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Node performance

Node performance provides overall rating information about the condition of each node
throughout the day. Status is indicated by different colors marking each hourly cell in
the Impairment statistics window accessible with Xcor Client program. Information
presented with different colors makes it very easy to see how the node behaves without

spending time on detailed

Criteria

analysis.

Various impairments and their consistency of detections are used for calculating current

rating. The thresholds are adjustable by the user together with associated colors:

|

B

NPF criteria

- Connection table
i Spectum analyzer
I F5K transceiver
- Fomward tramsmitter
- Rietumn receiver

Node performance consistency

Threshald of CMR consistency:

e —

Threshold of CPD, Impulse noise, Laser clipping consistency: |5U

EI Node searning
‘- Scanning intervals
i Mode scan scheduler

.
__|

Good performance

Low performance

[=- Database
. Compression Excellent perfarmance - Mo alams
L. 5k
rage Mo CMA alarms and CPD and Impulse naise and Laser clipping are detected with

congistency < B0%

CNR <= low CMA with consistency <25% or CPD or Impulse noise or Laser clipping
are detected with consistency »= 50%

cout scan scheduler
- FScout scan scheduler
Lo Dutage

[ Al

- CNR

- CPD

i Laser clipping

.
.

Critical performance CNR <= low CMA with consistency »>= 25%

Bad performance CHR <= critical CNR with congistency »= 25% or outage alarm

t-- Fonward signal
[=I- Reports

. GNMP traps

[=- Hode performance
[l User interface

Graph and signals

-

Close

Apply changes

Threshold settings

Thesholdof CNR consisency: [25 - the number here represents the percentage of scans that
report CNR alarm presence
Threshold of CPD, Impulze noise, Laser clipping congistency:

E the number in this field sets the percentage
of scans that report CPD or Impulse noise or Laser clipping alarm presence
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Performance indicators

The performance indicators have different colors associated with different node
condition, depending on the impairment type and its consistency. If a user wants to
change the default settings, the colors can be assigned for each condition by clicking the
color field and selecting the new one from the color palette:

| NPF criteria
— Mode performance consistency ————————— ll —
Threshold of CHF consistency: Basic colors:
Threshold of CPD, Impulse noise, Laser clipping © I_ I_ I_ I_ - I_ I_
/1 _Amislicial 1§ =
Excellent performance - Mo alams . I_ . - - - -
Good performance - Na E.NH ala . I_ - - - - =
consistency . - - - - - -
Low performance CHR <= low . - - - I_ - I_ 0ize
are detectec
Critical perfarmance CHA <= low Custom colors:
Bad performance - CNR <= ciiti . . . - - - - -
EEEEEENEN
Define Custom Colors > |
==

The performance rating definition for each color is explained directly on the settings
screen after the thresholds are set:

Excellent perfarmance - Mo any alarmsz

- Mo CMR alarmz and CPD and Impulze nioize and Lazer clipping are detected with

Good performance !
s congistency < B0

Low performance CMHR <= low CHR with congsigtency <25% or CPD or Impulze noise or Lazer clipping
are detected with congistency »>= 50%

Critical performance CHRB <= low CHE with congsigtency »>= 25%
Bad performance - CHR <= critical CHR with conzsistency »= 25% or outage alarm

User interface

The user can change the default colors that are used for drawing graphs.

Graph and signals

Click on this sub item to open the Graph and signal parameters screen.
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System settings A

- Status | Graph and signal parameters |
- Scheme

.. Connection table
- Spectum analyzer
- FSK transceiver
. Forward transmitter
“- Return receiver
= Database
- Compression
- Storage
=~ Node scanning
-+ Scanning intervals
- Node scan scheduler
- HScout scan scheduler
- F-Scout scan scheduler
- Dutage
(=) Alarmg
| CHR
- CPD
- Laser clipping
- Forward signal
|| =~ Reports
- MHY server
- EMail
- SMMP traps
|| = Mode performance
Criteria
(= User interface
8 roph and signals

Setup parameters

Applpchanges Cloze

Then click =&tup parameters. hytton to open the next screen:

Graph settings |
Carnrnan | Grid | Harizontal a=iz | Yertical axiz |  Signals data! |
— Max Hold parameters Spectium under QAM parameters
Line color: - Line color:
Line width: I'I 3,. Line width: |1 =

— AVG, Spectium, CPD parameters (and time mode]

Lire colar:

Line width: |

J

-20.0
-40.0
-E0.0
-80.0

-100

ak. Caticel

Signals data line colors

Signals datal . . . .
The &= ASEESE tab defines which colors are used for creating lines that plot the

spectrum and CPD signal shapes. The line widths can be changed as well.

ar-cor'n
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To change the line color click the line color field and the color palette screen will open:
Comman | Grid | Harizontal axis | Wertical axiz || Signals data |

x
— Max Hold parameters————————

Line calar - Basic colors:

Line width: I'I vI : F F F F = : I_
— AYG, Spectrum, CPD parameters (and time . l_ I_ . - - . .

Line color: . .l_----.-

Line widthe [1 2]

EEEEEEEER

Vertical axis line

The | Yetiealais | 13 defines colors used for drawing graphs’ vertical axis.

Graph settings £
Comman | Gnd | Harizantal axis | _}_-_f_gr__t_i_g_gl__9;-_:_i_§§| Signals data |
— Wertical axis  Walues

Axis colar: Bgis tpmer | Sirmple 'I Itz 1ES itvlatel|-100
Sjustment: |0 Argie stples | Logarithm 'l I e 1 I & latel |0

Fort: | MS Sans Serf 8 | Label count; |10 -

— Marker — Caption

Color; Type: ICircIe 'I Color: - Caphion; I

-20.0
-40.0
-60.0
-80.0
100

Ok Cancel

The color of the vertical line drawing the Y axis can be selected by clicking the color
Wertical asiz

Az color: . .
rectangle here: ’7 s . That operation will open the color palette. Select

desired color and click OK.
To select the font type that will be used for describing the values on the Y axis, click the
Font: | kS Sanz Serif 3

font name here:
menu and confirm by clicking OK.
The following setting decides how the values are marked on the vertical axis:

Select desired font from the appearing

ar-cor'n
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Walues

Fefi: 1E-6 ity label: 100

fef e |1 5= Iabel: IEI
Label count: |1 a 3,,

The Labeleount JT0 =1 sots the number of labels that will be put on the Y axis. Other

fields are not active in this software version.

The scale on the Y axis can be marked with different marks selectable from the pull

down menu. The color of the mark can be selected from the color palette accessible by
clicking on the color field:

b arkeer
’7 Color: | Type:

Circle
R ectangle

-20.0
-A0.0
-B0.0 e T

The color of the caption and text used for describing the vertical axis can be set in the
following section:

¥ = Marker Caption

=

-} ’7Eculor: Type: IEircIe 'I ’7Enlor: - Captior; IaHis b
——

ch

Canis 1
-20.0

To set the color click the color field and select required color from the palette.

Horizontal axis line and mark colors

The Horizontal axis 13h defines colors used for drawing graphs’ horizontal axis.

ar-cor'n
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Graph settings k|
Carnrmiat | Grid | I Horizontal axiz | Wertical awis | Signalz data |
r— Horizontal axis  Walues

Az colar: Hpe bype: ISimpIe "I Idi: ID fef it latel: ID
Ajustment: |0 B style: ILineal 'I R I'IEI EEREE I'ID

Fant; | M5 Sans Serf 8 | Label count; {10 =

 Marker — Caption

Cuolor: Type: IEiche "I Caolor: - Caption: I

0 1.0 2.0 a0 4.0 5.0 E.0 7.0 2.0 3.0

ak Cancel

The color of the horizontal line drawing the X axis can be selected by clicking the color
Haorizontal azis

rectangle here: ’7’&”'3 color g This operation will open the color palette. Select
desired color and click OK.

To select the font type that will be used for describing the values on the X axis, click the
Font: | M5 Sanz Senf 8

font name here: Select desired font from the appearing
menu and confirm by clicking OK.

The following setting decides how the values are marked on the horizontal axis:
" alues

Felit; I it [abel; I
Fel e I M aw [abel: IEI

Label count; I 3

The Label count: |10

Tl sets the number of labels that will be put on the X axis. Other
fields are not active in this software version.

The scale on the X axis can be marked with different marks selectable from the pull
down menu. The color of the mark can be selected from the color palette accessible by
clicking on the color field:

ar-cor'n
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Marker
’7C0I0r: Tupe: Circle 'I
L %
Rectangle

-20.0
-40.0
-60.0
-80.0

=100

The color of the caption and text used for describing the horizontal axis can be set in the
following section:

Caption
’7C0I0r: - E:Eu:\tin:vq:l I>< ariz

50 6.0 F.0 8.0 9.0 X axis

To set the color click the color field and select required color from the palette.

Grid tab | Grid | allows administrator to change the shape and appearance of the
scale grid.

Graph settings

Common || Grid | Horizontal axis | Wertical axis | Signalz data |

(F3

r— Common parameters

B ackground: -
[Gnid type: Bath - I

More

— Horizontal line g Wertical ing parameters

Horizantal
Line color: VEfliCEﬂ pt hd Line calar: Line type: IDnt "I
Fill factar: Fill Factar: I'I vi

-20.0
-40.0
-B0.0
-80.0

-100
1]

ok Cancel

arcom

44



hunTpr)>

Common parameters like Background and Grid type can selected using the following
fields:

— Carroh parameters

B ackground: -
Girid type: Bath - I

M one

Harizamtal
Wertical
:Both

— Harizontal line g

Line calar;

| i | [ Y R, 7

The Background is set by clicking on the color field and selecting desired background
color from the palette.

The Grid type can be selected as only vertical, only horizontal, both present or none
present.

Horizontal grid line parameters can be selected in the following section:

Harizantal line parameters

Line calar; - Line type: ID:::t j

Fill factar; |2 37

The line color can be changed by clicking the color field and selecting another from the
color palette.

The line can be drawn as dotted, dashed or solid, select required type from pull down
menu.

The filling factor for the dashed and dotted line type can be selected in the fill factor

Fill Factar: |2 37

setting:

Vertical grid line parameters are set using exactly same adjustments like for the
horizontal line.

Common setting tab offers access to adjust the caption that will be imposed on each of
the signal scan records and the graph indents.

The screen below shows where these settings can be changed:

ar-cor'n
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Graph settings H
IEommDn ‘ Grid | Honzontal axiz | Wertical asiz | Signalz data ‘

— Graph indents

Left:  [40 | Captior: | Arcom Digital
Right 20 3]
Top: 20 -
Battamn: {30 =

20.0
-40.0
0.0
80.0
100
0 1.0 2.0 30 4.0 5.0 E.0 7.0 80 3.0

ok Cancel

To save adjusted values click OK button the lower right hand corner of the window.

ar-cor'n
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Network Database and i-Scout installation process

The i-Scout probes installation is conducted from this screen:

; % Network database =[Ol x|
; Flidzia) | Devices | Cables | InstalliScout |

| | B viewmsp &8 Nodetes Device Ype: [SHOW ALLDEVICES =] 4" Calbrate manualy Clear callration = PrintScout s

|

| ] Hode it (41) = N D Name Parent ID Cable type Di[s':?':;:e Edzlﬁ;l;la[:li:]n If‘l:lll:;lﬂ
| ket o m

i m}; = 2 AMON02 AMPLIFIER AMO00G 500(087) | GB3/171E | 120386636

| [k *m 3 AMDD03 AMPLIFIER o001 750(087) | 1261/3844 | 124022523

| [rwz ° 4 AMOD04 AMPLIFIER o001 Jumper (0.87) 1/03 121.077683

E mgg - 5 AMOO0S AMPLIFIER DCo002 Jumper (0.87] 1703 125 644674

| |kwrza o m B AMOD0G AMPLIFIER FNION1 750(087) | 2378/7248 | 121764840

| [kt o m 7 AMDDO7 AMPLIFIER o009 500(087) | 160/488 122.473027

| kw2 ¢ m & AMODNE AMPLIFIER: SC0n02 750 [0:57) 386177 119670865

| m}g b E] AMDD09 AMPLIFIER o009 500(087) | 4091287 | 123.085002

8 P Pl T AMOOT0 AMPLIFIER DCON0R 750(087) | 260/762 122.853398

| (oot W R e i xele sl ool | ™ 1 MO0 AMPLIFIER DCO007 Jumper (0.87) | 1/03 123.814608

| Node data summary Iz MO 2 AMFLIFIER: DCO00E 750 (0.67) 1565 2 122 S70861

|| [AMELFIER - 13 AMOME AMPLIFIER DCOmoE PEO[0.87] | 121343637 | 125436859

| EIQHEE\E:ESAL HOUIFLE i 14 AMOOT4 EMPLIFIER: TPO0T2 500 (087) 86/26.2 127.079745

| [FiEn o : 15 AMODTS AMPLIFIER scomo Jurnper (0.87] 1403 127.879084

| lpoweR pEwicE 5 16 AMOOTE AMPLIFIER TPO0S3 500 (0187) 60/183 126.778240

| Fspace T 17 AMODT7 AMPLIFIER AMODT2 500(087) | 677/2063 | 124553178

| [sPLITTER DEVICE ) 18 AMOOTE AMPLIFIER TPO118 500(087) | 111/338 125221632

| |TERMINATOR % 18

| [Tar DEVICE 133 19 [s13 DCOOOY DIRECTIONAL COUPLER Pu/0001 750(087) | 3B6ATIE | 121076362

| 20 [e14 DCODD2 DIRECTIONAL COUPLER AMDO03 750(087) | 6932112 | 125.6423%

; Tatal Gty of devices: | 208 21 DCO003 DIRECTIONAL COUPLER AMOO04 Jumper [1.87) 1/03 121.080025

|| Rotali Scout prohes: |14 (14] 22 |+12 DCOOO4 | DIRECTIONALCOUPLER | AMOODS S0(067) | 225686 | 120196545

| |Gptical delay (us): 116207 23 DCO00S DIRECTIONAL COUPLER TPO040 Jumper [0.87) 1/03 123.805259

| |Coaxial delay [ps): 14.694

(icErEm: e 24 [e16 DCODDS DIRECTIONAL COUPLER AMDO0G 750(087) | 216/658 122.269686 _'Ll
| |optical length (ft/m): |38943/11869.8 [« | >

i Coaxial length (ft/m): |29162/8888.6 | o3 .i5cout #< recommended for install ® X - i-Scout #< is actually installed

|l I 4

The following information regarding i-Scout is displayed on the network database
screen:

- the number of the i-Scout probes planned and installed in a particular node:
Total i-Scout probes: (14 [14)

- i-Scout probes actually installed are marked with a blue dot and the probe ID number
24 |«16 DCO0O0OG

next to the device ID of actual installation of the probe:

- information about probes recommended for installation, in this case instead of a blue
dot a grey ring is used

_ Print i-Scout list icon ™ ™5 410w for generating a list of locations where the i-
Scout probes are installed. THAT LIST MUST BE PRINTED FOR TECHNICIANS WHO WILL
GO INTO THE FIELD TO PROGRAM AND INSTALL THE PROBES.

- Node tree icon & "= will display a simplified schematic of the node with indicated
i-Scout positions highlighted.
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Install i-Scout tab
Before the i-Scout probes can be installed in the field, a list of their placements must be
created. Locations for the probes will be analyzed and assigned by a special program

feature available from the Install i-Scout tab. After clicking on | ™dl™== | tah the

following screen will open:

Nodsinfo | Devices | Cables | | Instal Seout
1_ Select Nodes from list 2 Select devices for i-Scout installation
6. Change i-Scout distribution in selected node
By I~ Ampliier
K4 I Tap
I~ Splitter
w2 [ Directional caupler
e 3 Select i-Scout distiibution criterion
kw20
w1 AWG number of devicss after one i-Scout 20 3
kw19
kw13
Kwi1D
kw3
kw17
kw18
FwiB Current Nods Progiess
kw23
w22
kw21 N Node Number of i-Scouts Status
w2
kw27
kw5
kw3
kw25
kw24
BFO1
BPO3
BPO4
BPOS
BPO7
5K08
5K07
Sk03 i-Scout info
5KO5
o i-Scout status Total number of i Scouts | Number of Nodes AVG per Node
5K1D Already installed 3 4 11
e Recommended to install 416 2z 15

Preparing to create a distribution list for probe installation

In order to create a distribution list for a selected node, the node must be selected from
the list on the left hand side of the screen first. It is possible to select node by node by
checking the box on the left side of the node IDs, or all at once in the submenu which
will open after pointing the mouse cursor on the list and clicking the right mouse

Ky
KX Clear selsction

button: %

Selecting devices for i-Scout installations

After selecting nodes, the next step is to select where the program can recommend to
install the probes. Remember that at some amplifiers there is no possibility for installing
the probe due to lack of the seizure screw access. The program will distribute the
probes only on the device types marked on this screen part:

rCoOMm
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2. Select devices for i-5cout installation
[~ Amplifier
[~ Tap
[~ Splitter

[ Directional coupler

Typical choice will be that the Tap, Splitter and Directional coupler boxes are checked.

Selecting distribution criterion

The user then selects the number of devices which are located after the i-Scout probe
site. This provides a method to limit the number of probes used as well as control the
size of location zone after each probe. The number of the devices which are after the
probe is adjustable in this screen:

3. Select i-5cout distnibution criterion

WG number of devices after ane i-Scout LU

The lower the number, the smaller the zones created, therefore making problem
location easier especially for ingress. The smaller the zone (the number of devices after
each i-Scout), the greater the quantity of required probes.

Creating distribution list for probes installation

After completing the above actions the *Freae ded FScout distibution |y jtton  will be
highlighted. The list creation process starts after this button is clicked. Progress of
calculations is shown by a blue expanding bar:
Current Mode: Progress:
K05 EERERRERRENRENEENNRENEENREEER
Successful process completion is indicated by a message “Distribution list created” on
1 - o]
Modeirfo | Devices | Cables || InstalliSoout
1. Select Nodes from list 2. Select devices for i-5cout installation
™ Amplfier 6. Change i-Scout distribution in selected node
W o
[ Spltter

K12 [ Directional coupler

K08 3. Select i-Scout distribution criterion

K20

Kuw/11 AWG number of devices after ane HScaut TS

iH

Kw10

Ew?g 4. Create recommended i-Scout distribution

fuia Bt Progess

mg K5 HENEEEEENEENNENNNEENEENNENNENENEENNNNNENEEEE

K21 N Node er node: 4] Status

w2 1 K05

vz 2 Distribution list created.

K03 \IJ

o

BPO1

BPO3

BPO4

BFOS

BPO7

SKOg

ska7

gﬁgg iScout info

gﬁgg i-5cout status Total number of i-Scouts Number of Nodes AYG per Node

SK10 Alieady installed 43 4 n

KA Recommended o instal 418 o7 15
the screen:

rCOoOMm

dieciTAL

49



hunTpr)>

In the information window the number of probes required for the selected node will be
displayed.

[ W ] Hode [ Humber of i-5Scouts [AVG number per node: 4] | starus |

[1 s I 4 | |
I T T T 1

Saving created list into the database
The next step is to save information into the database. Click on the OK button in the

process end information window. Then a > Save Information inte database | ,tton will become
highlighted. Click on that button to save the list. Information about a successful process
will appear.

N Node ; pde: 4] Status
1 K05 Information @ —

\i) i-3cout information stored in database.

5. Save Information into database

i-Scout info

I-Scout status Total number of i-5couts Number of Nodes AYG per Node
Already inztalled 43 4 11
Fecommended to install 416 27 15

In the i-Scout info screen portion, statistics for already distributed probe locations and
for those recommended to install will be displayed.

Changing probes distribution in selected nodes
The way the probes are distributed can be easily changed. To change distribution click

6. Change 1-Scout distnbution in selected node

on the following button: and the following

screen will open:
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isd el i-Se . alistriuativen.

}

I~ Amglfer = Tap

Mo | (TN ~ ) Reheth W Splite [ Dictionsl couples
ey T o Numbnt ol dovices aftes & Seout —
Hin Max VG

1 ] ] [F]
2 E] 123 ke e 7o)
3 15 ] ] ey |
[ 5 {F:] a1 v

5 7l T
3 5 3 El
7 5 ] 2
8 5 @ Y

5 ] 18 |
] 5 n I
n 5 ] 15
12 5 N F
{E] 5 7 12 ey |
i 5 3 2 v
15 5 ] N
3 5 ] "

¥ Stove in datatusae " optmal Scout distmbution ol AV = 20 Cose

The node where changes need to be made can be selected here: "**

After selecting the node click on the Refresh button: © Refresh  The screen will open
with optimal selection marked with orange color. The green color bar marking the row
can be moved up and down thus selecting other zone configurations in a selected node.
By clicking the button, the user gains access to the node tree view, which displays
the node with the selected distribution criterion. The selected distribution scheme must
be saved into the database by clicking the Store in database button. If you decide to
move probes around, that can easily be done from the node tree screen that is
accessible from the Network Database screen. Remember to use probe IDs selected by
the software feature described here.
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Nde ree view screen
X Node ID: KWO7 E@E‘

Add i-Scout probe
Remave i-Scaut probe

0010 T anon?

Confirm installation of ALL

s

oros

jo1z0 0109 TRens

1L

iz

Print Device: DCOOOB [i-Scout #16) v Ehow device Ik Clase

The i-Scout probe locations are marked with a green ring around the device where the

[Rle s

particular probes were physically installed &) and confirmed in the database. Probe
sites selected for install but not confirmed in the database will be displayed with a grey
ring.

On the node tree screen an Administrator can perform the following actions:

Adding i-Scout probes from the node tree
To add an i-Scout probe at a device location, point to the device using the mouse cursor.
The device will then turn green @‘Eand by clicking on the right mouse button the probe

| Addi-Scout probe
Remove i-Scout probe

management menu W|” appear. . Confirm installation of ALL
In this menu the required action can be performed at the selected device location.

Removing i-Scout probes from the node tree
- i-Scout probes can be removed from a location in the system by selecting

Remove FScout probe t and confirming the selected action. The system will then not take in
consideration that probe location.
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Confirm i-Scout probe installation

The probe MUST BE PHYSICALLY INSTALLED IN THE FIELD at a desired location and ONLY
THEN the administrator, after receiving confirmation from technicians that the
installation was performed exactly at that location, can confirm installation of the probe
in the system. This is conducted by accessing this screen, and at the required device
select the button for a single probe or { “fimntdatinstall | for 3]| the probes
in this node. It is advised that probes are confirmed one by one. Using the confirm all
button may lead to mistakes and activating non-existing probes in the software.

The above actions can be performed also in the main Network Database screen in the
Xcor Admin.

Printing a node tree

Frint
The node tree can be printed by pressing L in the left lower corner of the

window.

User manager

In the user manager window, administrator can create new users, set passwords for
them and delete user accounts.

{User Manager ~
User list Current user info
OPERATOR Userrame: |
MASTER
ANTON Password |
YICTOR
Nick name: ‘
Comments: ‘
5 add
Close
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Adding a new user

. o Add
To add a new user in the system press the _ “* button.

In window:
f& User info O

Uzer name: ||

Pazsword: Canfirm:

Mick name: |

Comments: |

Cancel

Fill in all user name and password. In the Confirm cell repeat new user password, fill in
other fields if necessary and press OK.

Remember that the "User name", "Password" and "Confirm" fields must be populated.
The "Nick name" field can stay empty without compromising system audit and
information exchange capabilities.

Changing user info settings
To change the user info setting, select the required user from the list in the “User list”
window and press & | button.

In the User info window user parameters can be changed (change of password, the Nick
name or Comments) after entering a valid user password in the field “Old password". If
a valid user password is entered correctly, then field becomes white, in other case it will
stay pink:

J‘K, User info DDD

User name: |

0ld pazzword:
Password: Confirm;

Mick name:  |Zinevich Victar

Comments: |me

Cancel

Remember that the user name can not be changed. In order to change the user name
you have to delete the required user first, and then set up a new account with a new
name.
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Attention! Do not leave the password field empty because the password is rerecorded
with each editing. In order to make the user keep a valid password, it is necessary enter
it again into the fields “Password” and “Confirm".

After the finishing editing press OK button.

User removal

In order to delete a user select required user from the list in the “User list“ window and
press <P hytton.

Answer YES to a question about confirmation of removal.
Confirm ™)

Do vou want to delete user "WICTOR'?

2)

All user registration information will be removed. However, in the Audit connections
and the actions of users, information about a deleted user will remain.

DB operation audit

The DB operation audit window contains general information on connections and
actions of all users that have connected to the system. It is designed to track any
changes that have been made.
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Database audit ™)
Filter
Ladgin I~ From: Ta: [~ Host: [~ Host lagin [~ IP address; ) Clear filter
B EREE - | R | [ |
Search
Search text: |
N | Server login | Connect I Disconnect ‘ Host ‘ Host login | Client [P |~/
Mo ] | 21-11-2005 10:4408 | | HUNTERSERVER |  Admirishator | 18218817
1| 2 21-11-2006 10:48:08 SPR13 Sherift 192.168.1.
1| 3 21-11-2006 11:05:14 SPR13 Sherift 192.168.1.
1 21-11-2006 11:06:39 SPR13 Sheriff 192.168.1.
1| 5 21-11-2006 11:07:13 SPR13 Sherift 192.168.1.
1| & 21-11-2006 11:07:53 SPR13 Sherift 192.168.1.
7 21-11-2006 11:10:24 SPR13 Sheriff 1921681 v |
< |>
Current user.
Current host: |
Date ] State I Action ] Detail info I
21-11-2006 10:44:27 ‘ ‘Wamning |Sst device parameters ‘SelDewcsFalamelers Frequency = 104.00 !
Close

The Upper table contains the list of the users connections (and disconnections), sorted
out by the time of connection.

Frame:
Current user: MASTER [127.0.0.1]
Current host: [HUNTER-SERVER [Administratar]

Contains brief information about the selected user and his IP address.

The lower table contains the user actions list for the entire connection session, sorted

by the time the action was complete.

Date | State | Action | Detail info |

25-12-2006 09:43:44 ‘warning Set scan interval Maode = 3902 MinManual =8 MaxManual = 55. Manual mode

25-12-2006 03:44.01 \Warning Set scan interval Mode = 3903; MinManual =6 MasManual = 31. Manual mode

25-12-2006 03:4414 | ‘Waming |Set sCan interval |N0de =3904: MinManual = 7 Maxtdanual = 54. Manual mode i |

25-12-2006 09:44:28 ‘warning Set scan interval Maode = 3905: MinManual = 8 MaxManual = 51. Manual mode l’\§

25-12-2006 09:44.35 ‘Warning Set scan interval Mode = 3906; MinManual = 8 MasManual = 90. Manual mode

25-12-2006 03:44:.41 \Warning Set scan interval Mode = 3907; MinManual = 8 MasManual = 95. Manual mode

Filtering

For filtering the list by required criterion, in the “Filter“portion of the window indicate

the necessary filter parameters and press the

ar-cor'n

56

Set filter

button.



hunTpr)

Filter
Logir; [~ From: To [~ Host [~ Huost login: [ IP address: v
|MASTER = |zgrzz0e ||esrzeoe .| [1921681.2

Clear filker
Set filker

Login - filter by user login (logins are selected from the list of those permitted);

From - To - filter by the time of connection

Host - filter by the computer name from which the user was accessing the server;
Host login - filtering by user login on the computer from the connection was made;

IP address - filtering by IP address of the user computer.

For clearing the filter press

Clear filter

button.

Searching for records in the list

Record searching is possible only in the user connections (disconnection) list.
Information search criterion

Search

is set by the text entered

in the search

line.

Search text: |2in

Search is register-independent.

If a line which satisfies the search condition is found, then it will become activated and
highlighted in the table.

M | Server login | Connect Digconnect Host Host login J Client IF External IP
204 MASTER 30-11-2005 15:52:49 SPK13 Sheiff 192.168.1.14 192.168.1.14
| s MASTER 01-12-2005 07 46:40 SPK13 S hesiff 192.168.1.14 192.168.1.14
| e MASTER 01-12-2005 093623 SPK13 Shesiff 192.168.1.14 192.168.1.14
B 207 | ADMINISTRATOR | 01-12:2006 10:07:19 | N | ZIMEVICH | User | 15216812 192.168.1.2
208 ADMIMNISTRATOR 01-12-2005 10:24:23 " ZINEVICH User 192.168.1.2 192.1681.2
] ena MASTER 01-12-2005 103744 SPK13 Shesiff 192.168.1.14 192.168.1.14
| =0 MASTER 01-12-2005 10;38:12 SPK13 Shesiff 192.168.1.14 192.168.1.14
211 MASTER 01-12-2005 10:3%:40 SPK13 Sheriff 192.168.1.14 192.168.1.14

In other case the search text line color will stay pink (when no records are found):

Search

Search text: |2in8

One should remember that the search is conducted only along the fields "Client IP",

"Server login", "Host" and "Host login" in the indicated order.
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Server Operation Audit

The Server operation audit window contains general information about the conditions
of the server, automatic Fiber node calibrations, and starting and the stopping of the

server.
B N
| & Server operation audit g@ i
|
]
{
| Filter
! From: Ta: v Status: [~ Action: [~ Comments: | Clear filter
10-Jul 07 R TR [ [ St fiter :
- Search E
Search text: | :
; N | Date Status Action Detail info ||
| 13 11-07-2007 10:50:16 Information  Server started Program version is 2.3.2.0
20 11-07-2007 123727 ‘warning Server calibratel Auto calibrate fiber. Modeld = G53 ]
21 12-07-2007 01:00:.00 Information | Start internal mode Starting internal regim. ..
22 12:07-2007 01:04:10 Information  Stop internal mode Internal regim finished ,
23 12-07-2007 10:48:49 Warning Server calibrate! Auto calibrate fiber. Nadeld = GO3 5
| 24 13-07-2007 07:00:00 Infarmation | Start internal mode Starting internal regim... :
; 25 13-07-2007 071:05:40 Infarmation | Stop internal mode Intermnal regim finished
I 26 13-07-2007 10:45.30 ‘wiarning Server calibratel Auto calibrate fiber. Modeld = G49
i 27 14-07-2007 071:00:00 Information | Start internal mode Starting internal regim.... |
28 14-07-2007 01:06:21 Infarmation | Stop internal mode Intemal regim finished A
29 15-07-2007 01:00:00 Information  Start internal mode Starting internal regim. .. 1
30 15-07-2007 01:07:26 Information  Stop internal mode Internal regim finished | a
il 16-07-2007 07:00:00 Infarmation | Start internal mode Starting internal regim... | :
| 3z 16-07-2007 01:08:00 Information | Stop internal mode Intermal regim finished ] ]
| 33 17-07-2007 071:00:00 Information | Start internal mode Starting internal regim. ..
§ 34 | 17-07-2007 01:0800 | Information |Slup internal mode | Internal regim finished — I
| Ll | |
f £ > il
| ¢
1 i
Cloge :
i .
TR R T e TR R R R T R R i T R R A R T o R T Tt

List filtering

For filtering the list by the given parameters, in the "Filter" area check the desired item
and press the Set filter button.

Filter settings:

From - To - filter by the time of connection;

Status - filter by the status type of the message;
Action - filtering by the action type of the message;
Comments - filtering by comments.

For clearing the filter press Clearfilter button.
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Searching through the records list

Record searching is possible only in the user connections (disconnection) list.
Information search criterion is set by the text entered in the Search text line.

Search is register-independent.

If a line which satisfies the search condition is found, then it will become activated and
highlighted in the table with green color. In other case the Search text line color will stay
pink (when no records are found).

Calibration data management

Calibration data contains very important information about measured time delays
associated with reference sites in the cable plant. This information can be very
expensive if lost because it would be necessary to again visit calibration points and
measure time delays to necessary components. This is recommended to save calibration
data and preserve it in a safe place to be available should any calibration data become
corrupt.

Access to backup features is available from the following main screen:

File Action Tools | Database Help

R DB operation audit F?

% ﬂ Server operation audit  FS

Connect to server

2

= | Metwork database

Calibration data

Scan inkervals

i-Scout list

4

Backup calibration data

For saving the calibration data of all nodes of system into a file, select the menu item
"Database" -> “Calibration data” -> "Backup calibration data".

<

Confirm ﬁ

9, Save all calibration data into file?
&

rCoOMm
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In confirmation window click Yes button.
After saving the calibration data, the screen message with information of saved file will
appear.

-
[nformatn x
|

I . Calibration data was saved into file:

: \lj) West 02.04.2009 9-01-08 AM. clby

| File location:

C:Docurments and SektingsiRaman’iiey Dacuments)¥ooriCalibrakarh

The calibration data files will be saved into folder "Documents and Settings\User\My
Documents\Xcor\Calibrator\" with format of <Hub Name>_ <date> <time>.clbv
For example: TOWN SQUARE_07.11.2008 7-35-44 PM.clbv

Restoring Calibration Data

For restoring from file the calibration data of all nodes, select the menu item "Database"
-> “Calibration data”->"Restore calibration data".

Confirm | ﬁ

‘\)/ Restore calibration data from file?

In confirmation window click the Yes button.
The following screen will appear:

{|calibration data restore

File of calibration data

.I I Restore orly Fiber calibration data

Left click on the folder icon then select the file in \Xcor\Calibrator folder:
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2| x|
Loak ir: I@ Calibratar j L |‘j€ Ex~
‘West_02.04,2009 9-01-08 A, clbey
. West 07.11.2008 1-57-44 PM.clby

Dezkto Ju]

%

My Documents

o

iy Computer

ky 3 File: name: I Wwest_07.11.2008 1-57-44 PM.clby j Open I
Files of type: IEaIibration data file [*.clbv] j Cancel |
P

Open the file with required calibration data. Confirm that the required file will be used
in the process.

Calibration data restore |

File of calibration data
IE:'&DDcuments and Settingz'Roman'My Documents\<cot\Calibratoriviest £

[T Festore only Fiber calibration data

Restare [ |

Select (if necessary) the check box "Restore only Fiber calibration data" . Then left click

Restore [ byytton to start the process.

Remark: Restoring the fiber only data is very useful when recovering the data base from
wrong calibration made on devices other than fiber nodes.

After the restoring operation, the screen message with information of status will
appear.
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Information |

* Calibration data was restared From File:
‘\Diocuments and SettingsiRomantMy DocumentstXeariCalibratoriWest_02.04, -01- Lclbw
1) cp ts and SettingsiRomany O ks\cor|CalibratoriWest_02.04.2003 9-01-08 AM.clb

Scan intervals data management

Scan intervals data is related to calibrations and contains very important information
about the time delay ranges associated with coax length of the nodes. This information
can be very expensive if lost because it would be necessary to again visit calibration
points and measure time delays and adjust scanning ranges for all necessary nodes. It is
recommended to save scan intervals data and preserve it in a safe place to be available
should any calibration data become corrupt.

Access to backup features is available from the following main screen:

File Action Tools | Database Help

% E DB operation audit F? @
: @ Server operation audit  Fa

Connect to server

DB operation
E| Mebwork database F2

alibration data

Scan ink

" @ Restore scan interwvals

i-Scauk lisk

Backup scan intervals

For saving the calibration data of all nodes of system into a file, select the menu item
"Database" -> “Scan intervals” -> "Backup scan intervals".

=

Confirm X

9 ) Save all calibration data into file?
e
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In confirmation window click Yes button.

After saving the calibration data, the screen message with information of saved file will

appear.

x

® . Scan Inbervals data was saved inko File:
~‘1) West 0Z.04,2009 9-06-23 AM, sidf
File location:
C:Docurments and SektingsiRaman’iiey Dacuments)¥ooriCalibrakarh

The Scan Intervals data files will be saved into folder "Documents and Settings\User\My
Documents\Xcor\Scanintervals\" with format of <Hub Name>_ <date> <time>.sidf

For example: TOWN SQUARE_07.11.2008 1-57-12 PM.sidf

Restoring scan intervals data

For restoring from file the calibration data of all nodes, select the menu item "Database'

-> “Scan intervals”->"Restore scan intervals".

File Action Tools | Database Help

% @ DE operation audit F7 @]

E @ Server operation audit  FS

Connect to server anager DB operation a
E| Metwork database

Zalibration data

Scan inkervals

7 .
Z| Restore scan intervals

i-3cout lisk

x
] ) Restore scan inkervals data From file?
-
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In confirmation window click the Yes button.
The following screen will appear:

Scanning intervals restore |

File af szan intervalz data

[ =

Festare |

Left click on the folder icon then select the file in \Xcor\Scanlntervals folder:
Open B 21|
Look ir: IB Scanlntervals j ] ¥ B3~

File name: IWESLDE.M.EDDS 3-06-23 A sidf j Open I
Filez of type: IScan intervals data file [*.zidf] j Cancel |
A

Open the file with required Scan intervals data. Confirm that the required file will be
used in the process.
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Scanning intervals restore |

Filz of zcan intervalzs data
IE:'\DDcuments and Settingz'Foman*hy Documentsi<ootScanintervalsh | 5

Restore |3 | |

Left click Festere (3 ptton to start the process.

After restoring operation, the screen message with information of status will appear.

i e r——— x|

File of 2

L H L
Im L ) Scan inkervals data was restored successfully, =

R estor

i-Scout install data management

Information about the sites where i-Scout probes are installed and about their IDs is
extremely important. Losing information about the probe locations would render them
useless and would necessitate the time and expense of an audit to recreate. To avoid
this, the i-Scout list containing probe ID and location in the network should be saved
into a backup file and stored on a safe device should damage to the server occur.

Saving i-Scout list into a backup file

Select the backup mode from the list:

File Action Tools | Database Help
% E DE operation audit F7 @
E @ Server operation audit  F3

DB operati

Connect to server

E| Mebwork database F3

Zalibration data

Scan interyals

i-Scouk lisk ckup i-Scout lisk

@ Restore i-Scout lisk
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In confirmation window:

Contiemn T

] ) Save i-5couk lisk data inko File?
[ ]

click the Yes button.

The following screen will appear:

x

® . j-Scout list data was saved into file:
J-) West 02,04,2009 9-10-20 &, ildf
File location:
ZiiDocuments and SettingsiRomanify Documentsieoori-SooutListy

The i-Scout List data files will be saved into folder "Documents and Settings\User\My
Documents\Xcor\i-ScoutList\" with format of <Hub Name>_ <date> <time>.ildf
For example: TOWN SQUARE_07.11.2008 7-35-44 PM.ildf

Restoring i-Scout List from a backup file

For restoring from file the calibration data of all nodes, select the menu item "Database"
-> “i-Scout list”->"Restore i-Scout list".

File Action Tools | Database  Help
% ﬂ} DB operation audit F? @
: @ Server operation audit  Fa
Connect to zerver DB operat
E| Metwork database F2

Calibration data

Scan inkeryvals

i-Scauk lisk
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x

] ) Restore i-5cout lisk data From File?
L]

In confirmation window click the Yes button.
The following screen will appear:

i-scout data restore |
File af i-Scout list
| =
Hestore |

Left click on the folder icon then select the file in \Xcor\i-ScoutList folder:

Open 21

Lok ir: I&} i-GeoutList j - = E-

West_02.04,2009 9-10-20 AM,ildF

Dreskiop

o

My Documents

My Computer

File narne: IWest_D2.U4.2EIUS 9-10-20 AM.ildFf j Open I
j Cancel |
i

Files of type: Ii-Scout data file [*.ildF)

Open the file with required i-ScoutList data. Confirm that the required file will be used in
the process.
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i-Scout data restore |

Filz of i-Scout list
IE:'\DDcuments and Settingz'Foman'hy Documentsi=ooti-5 coutListies 5

Restore |3 | |

Left click Festore [0 pytton to start the process.

After restoring operation, the screen message with information of status will appear.

i) i-Scout lisk data was restored successtully,
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